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The moment to take care of 
the privacy of your 
customers is NOW!
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Why do companies need our services?

1

GDPR Compliant
eIDAS certified
NIS2 compliant

No fines*, no data leaks

2

Start with digital 
communication

Send emails to replace 
paper letters

3

Ease of use

Make secure e-mails 
easy for sender and 

recipient

* Study from IBM in 2020 shows a dataleak costs   €2,3 mln – €6 mln per leak for organizations 
with approximately 500 employees.



The best solution for secure email
Experts in Privacy and ICT security
Fully compliant with GDPR

Who are we?

www.secumailer.nl

Services:
• Secure e-mails
• Qualified registered e-mails
• Large file share



Compliant with:
eIDAS
 GDPR
 NIS2
DORA

Certified

www.secumailer.nl
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Who are our customers?

1. Resellers- MSP’s
2. Companies with sensitive personal data who 

like to mail with their end customer
3. Companies who like to mail with automated 

systems with personalised e-mails, like 
insurance companies, municipalities, health 
care, financial services; HR services

4. Examples: government; insurance companies; 
medical proffesionals; Occupational health 
services, emergengy services; professional 
services

Buy signal:

What are their questions/ behavior?

1. We like to (start) selling Saas with monthly 
revenue

2. We still use paper letters to reach out to our 
customers. Our customers prefer to receive the 
information digitally.

3. We have an automated process to handle the 
customer information. We like to use email to 
reach our customers.

4. But the big signal is: we like to comply with the 
GDPR, NIS2, DORA, eIDAS  and prevent 
dataleaks
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How do we secure your emails?

1. Encryption Technologies during transport: Open PGP, S/MIME, SPF, DKIM, StartTLS, DMARC   
(data in transit)

2. Security by design: Serverless computing on AWS Europe (S3, lambda’s)
3. Encryption technologies for logging: AES256 

(data in rest)

4. Privacy by default: No choices for sender, always on
5. Data minimization:    SaaS platform used to transport emails and 

      provide evidence by logging
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New features

1. E2E encrypted messages: The sender is fully in control of the information. The organization can use DLP and knows what 
information leaves the organization by secure mail. The e-mail is encrypted at the Secumailer platform. The recipient gets the encrypted 
message in the e-mail. For reading the information, the messaged is decrypted in the browser. So control of information by the sender; total 
control that no data gets in hands of the wrong person; the recipient does not need professional library for (s/MIME)certificates.

2. Secure Platform in The Netherlands: Starting end of 2025 SecuMailer will be only available in the Dutch cloud.

3. Datahaven: Starting in June 2025 you can Keep your emails on your own environment until we can deliver the mail straight in the mailbox 
of the recipient. During authentication the email will remain on your own platform or on premise.



Stop using paper, together we make the digital 
world more secure and more sustainable.

Our offer: 

www.secumailer.com



Contact:

info@secumailer.com
+31 641107729

Yvonne Hoogendoorn Msc CIPP/e 
CEO SecuMailer
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