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Mobile applications are exposed to 2 types of threats

INTERNAL THREATS

Unexpected behaviors

Ex : A library collects your personal
data without your knowledge

Code vulnerabilities

Ex : The configuration of the application
to the server is not secure

Consequences
of a cyberattack

O Data leak

O Damage to the brand image

EXTERNAL THREATS

Attacks on the user's phone
Ex : A malware intercepts the application's
transaction

Code cloning and injection
Ex : A hacker clones your application to
inject malware into it

O Inoperability of services

O Financial penalties (GDPR...)

PRADEO'S APPLICATION
SECURITY SUITE

| use public applications:

v I identify their behaviors and vet their compliance
I remediate them before distributing them
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About Pradeo

O Specialized in mobile security

O Data centers in Europe
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| develop mobile and web applications:

I reveal and remediate their vulnerabilities
| identify their behaviors and vet their compliance
" I strengthen their code and protect their execution

Mobile security leader, Pradeo offers solutions to protect
smartphones, tablets, as well as business and consumer

mobile applications.
More information on www.pradeo.com




