


Who We Are

Lynx enables high performance

computing at the mission-critical edge

by providing software platforms and
lifecycle management solutions that
enable integration across CPU, GPU, and
applications. Our software platforms
support heterogenous computing, multicore
partitioning, mixed-criticality architectures,
artificial intelligence, graphics, and much
more.

We also provide a suite of development
tools that can be used during the product
development cycle to reduce hardware
iteration and accelerate prototyping.

For customers building on embedded
Linux, we offer Linux security management
tools and services to identify and resolve
vulnerabilities during your project and also
over the life of your product or program.

Lynx solutions have been trusted for over 40
years to deliver safe, reliable performance

in the most demanding environments in the
world, and beyond.

Partner with us to Seize the Edge.

Seize the Edge
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LYNX MOSA.ic™

Traditional multicore architectures often bundle diverse system
functions - hardware control, real-time scheduling, security, and
multimedia - into monolithic stacks. This approach increases
complexity, limits scalability, and creates hurdles in meeting
rigorous safety and certification standards. MOSA.ic enables
system architects to create smaller, independent stacks tailored to
each application’s needs.

Acting as an Integration Center — highlighted by the “.ic” in its
name - MOSA.ic unifies tools and frameworks to simplify software
component management and integration. These capabilities reduce
development cycles and enable faster certification and deployment
of secure, mission-critical platforms.

MOSA.ic Base Package
LynxSecure
Lynx0S-178
LynxElement
Lynx Simple Application (LSA)

Buildroot Linux

MOSA.ic Optional Add-Ons
MOSA.ic.SCA
MQOSA.icVIE
MOSA.ic.EBF
MOSA.ic.BAL
SpyKer-TZ
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Lynx Simple Application (LSA)

A Lynx Simple Application allows
wholly-independent, secure, and
sensitive applications to directly
execute on the LynxSecure Separation
Kernel Hypervisor, removing the need
for an operating system environment.
It allows 32-hit or 64-bit applications
to run directly on LynxSecure in an
independent partition, isolated from
other guest operating systems. LSAs
can operate independently or in
cooperation with other guest operating
systems to isolate security-critical or
safety-critical functions. They are also
utilized to impose security policies on
a guest operating system function in

a non-bypassable and tamper-proof
manner.

The LSA Network Guard runs directly
on LynxSecure Separation Kernel
Hypervisor and imposes security
policies on network traffic.
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MOSA.ic Optional Add-Ons
MOSA.ic™.SCA

Prevent up to 70% of security incidents
with robust Software Bill of Materials
implementation.

Modern software development increasingly
relies on open-source components and
third-party libraries. While these resources
accelerate innovation, they also introduce risks
- vulnerabilities, licensing issues, and outdated
dependencies - that can threaten security and
compliance.

MQOGSA.ic.SCA is a comprehensive solution for
Software Compasition Analysis (SCA), designed
to help you identify, analyze, and manage

both proprietary and third-party open-source
libraries across your entire software project.
Integrating automated monitoring, policy
enforcement, and risk mitigation tools ensures
your software supply chain meets internal
standards and external regulations.

MOSA.ic™.BAL (Build Automation
License)

A MQOSA.ic.BAL Build Automation License
(BAL) augments the customer’s standard
development seats by providing network-
accessible Lynx development tools for the
purpose of automating tasks such as project
creation, configuration import, compiling,
linking, and deploying. The MOSA.ic.BAL
eases project configuration management
and maintenance across multiple teams.
MQOGSA.ic.BAL is ideal for integration into
DevOps pipelines.
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CoreSuite 2.0™

CoreSuite 2.0 is a framework of hardware accelerated
visualization and computational libraries and
supporting tools that have been designed from the
ground up for deployment and certification in safety-
critical edge computing environments. It can be used
with a range of graphics processors and system-on-
chip (SoC) devices with graphics cores that include:

AMD E9171 discrete graphics processors

Intel 11th Gen SoCs with Iris Xe graphics cores

* NXPi.MX8 SoC processors with VeriSilicon Vivante
GPU Cores

* Arm Mali-G78AE GPU cores (silicon provided by
Arm partners)

Lynx CoreSuite 2.0 supports leading OS and RTOS
platforms, including DDC-I Deos, Green Hills Software
Integrity, Lynx0S-178, QANX OS, SYSGO PikeOS, Wind
River VxWorks, Windows, Linux, etc.

Why CoreSuite 2.0?

Certification-Ready for Aerospace, Automotive,
and Industrial Applications

CoreSuite 2.0 is built on technology originally
developed by Core Avionics & Industrial, which was
acquired by Lynx. Developed over two decades
from the ground up for safety-critical environments,
Lynx products are flying in military and commercial
aircraft worldwide and are certifiable to DO-178C
Design Assurance Level A, one of the most stringent
standards for safety-critical reliability in the world.
CoreSuite 2.0 can be provided with the full suite of
certification evidence required to meet the following
standards:

¢ DO0-178C, up to Design Assurance Level A
e JSF SEAL Level 1(F-35 Joint Strike Fighter)

* S0 26262, up to ASIL D
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Application

CoreSuite 2.0

VkCoreGL® SC
OpenGL SC1 / SC2
EGL 14

TrueCore™ SC
GPU Health Monitor

ComputeCore™
TrustedAl

EncodeCore®
DecodeCore®

ProfileCore

®
Diagnostics / WCET VkCore™ SC

(Vulkan® SC Foundation)

OSAL
OS Adapter Layer for Supported RTOS Complement

CertCore™ 178 & CertCore™ 26262
Compliant Lifecycle Artifacts, Available for all CoreAVI Components on Supported GPUs

Vendor-Specific RTOS / BSP Deos Integrity

VkCore® SC — A conformant implementation of the
Khronos Group Vulkan SC open standard AP, with pre-
integrated support for a target GPU. VkCore SC facilitates
the deployment of a graphics processor in safety-critical
(“SC”) embedded computing applications. It is the
hardware abstraction foundation layer on top of which the
other CoreSuite 2.0 libraries operate. The VkCore SC library
can be used independently or in conjunction with other
CoreSuite 2.0 components.

VkCoreGL® SC1/ SC2 — A conformant implementation of
the Khronos Group OpenGL SC 1.0 and 2.0 APIs. VkCore
SC1/ SC2 supports legacy applications that require
OpenGL. These libraries are built on the top of the Vulkan
VkCore SC foundation layer. They provide a highly
optimized implementation of OpenGL SC 1.0 and 2.0 that
allows an application to leverage available advancements
in graphics acceleration technologies.

EGL 1.4 — Handles graphics context management, surface
/ buffer binding, rendering synchronization, and enables
high-performance, accelerated, mixed-mode 2D and 3D
rendering using other Khronos APIs. EGL 1.4 includes the
video capture and compositing extensions required for
content sharing across independent applications.

CertCore™178 / CertCore™ 26262 — Options include
certification evidence packages for DO-178C up to DAL A,
and ISO 26262 up to ASIL D.
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TrueCore™ — A GPU safety monitor that continuously
verifies the integrity of GPU graphics generation and/
or the GPU compute pipeline and reports processing
failures to the application. Runs graphics and compute
tests that over time provide coverage of the full Vulkan
SC pipeline.

ComputeCore™ — GPU compute libraries that enable
applications to leverage the graphics processor for
computer vision, neural network inferencing, and artificial
intelligence tasks. Includes software modules for

Basic Linear Algebra Subprograms (BLAS), Fast Fourier
Transformations (FFT), and Neural Network inferencing.

ProfileCore — A GPU performance profiling suite.
ProfileCore enables optimal application execution
and resource usage by facilitating WCET (Worst-Case
Execution Time) assessment and validation.

EncodeCore®/DecodeCore® — Enables video encoding
and decoding using H.264 (MPEG-4/AVC), H.265 (HEVC),
and other video codecs. Implements a low-latency
design synchronized with the graphics and compute
pipelines.

OSAL (Operating System Abstraction Layer) — Enables
the abstraction of CoreSuite 2.0 libraries from the
details of the underlying operating system, facilitating
modularity and OS portability without impacting the
CoreSuite 2.0 product libraries.
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edge@lynx.com
US: 408-979-3900
UK: +44 (118) 965 3827

Headquarters:
910 E Hamilton Ave #400
Campbell, CA 85008, USA

www.lynx.com
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