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The Israel Export & International Cooperation Institute, a nonprofit 
organization supported by the government of Israel and the private sector, 
facilitates business ties, joint ventures, and strategic alliances between 
overseas and Israeli companies. Charged with promoting Israel’s business 
community in foreign markets it provides comprehensive, professional 
trade information, advice, contacts, and promotional activities to Israeli 
companies. Furthermore, the IEICI provides complementary services to 
businesspeople, commercial groups, and business delegations from 
across the globe: IEICI uses its unique and one of a kind network with 
the prosperous startup ecosystem in Israel, and connects the foreign 
players, according to their field of interest.

• Ophri Hadar
• Head of Business Development Cyber, Fintech and Insurtech sectors.
• Tel: +972 3 514 2973 •  Cell: +972 52 891 2777 • ophrih@export.gov.il 

THE ISRAEL EXPORT & INTERNATIONAL 
COOPERATION INSTITUTE

https://www.export.gov.il/en
ophrih@export.gov.il
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 The Economic and Trade Mission in Munich is acting under the Ministry of 
Economy and Industry in Jerusalem and represents the Israeli economy 
in Germany. Under the leadership of the Economic Attaché, Doron Hemo, 
the mission promotes economic cooperation and investment between 
Israel and Germany and strengthen economic relations between both 
industries.
The Foreign Trade Administration (FTA) at the Israeli Ministry of Economy 
and Industry manages and supports Israel’s international trade and trade 
policy. From our headquarters in Jerusalem together with 50 economic 
and trade missions in key financial centers throughout the world, the 
FTA promotes Israel’s economy worldwide. 
Israel’s economic and trade missions are at the forefront of the Israeli 
government’s efforts to advance our industries in foreign markets. Our 
team of highly experienced economic representatives provide a wide 
range of services to Israeli companies and to the international business 
community.

• Andreas Maris I Trade Officer I Germany 
• Economic & Trade Mission, Munich I Generalkonsulat des Staates Israel
• Barerstraße 19 I 80333 München 
• Tel: +49 (0)89 543486 529 I Mobile: +49 (0) 176 80525 438
• andreas.maris@israeltrade.gov.il 

The Economic and Trade Mission to Munich 

andreas.maris@israeltrade.gov.il
http://economy.gov.il/English/Pages/default.aspx
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Ensure your monitoring & security tools receive only relevant data in the 
optimal volume & format

categories: Mobile Security, Cloud and Infrastructure Security, Network 
Security, OT and Industrial Control System, IoT, Medical IoT.

“Tera-Pro™ is the most advanced Cybersecurity & Analytics platform 
currently on the market. A scalable and programmable solution that offloads 
heavy processing functionality from perimeter devices, ensuring a future 
proof investment and resilience. Tera-Pro™ platform is the only future proof 
platform providing an unrivalled technological edge. Our non-proprietary and 
agile solution, is fully embedded within the latest generation COTS hardware, 
significantly reducing costs and ensuring that you remain a generation 
ahead of the market. With an outstanding capability to facilitate gigantic 
data streams with zero packet loss, Tera-Pro™ enables full GRC capability, 
ensuring that you are completely secured, always accountable and fully 
compliant.

www.cgstowernetworks.com
CGS Tower Networks

https://www.cgstowernetworks.com/
mailto:https://www.appscent.com/?subject=
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GRC and Vulnerability Management

categories: Cyber GRC Automation 

Commugen helps enterprises and CISOs automate cybersecurity GRC with 
our no-code platform. Security teams around the globe love Commugen’s 
platform. It is easy-to-use, easy-to-deploy and flexible by design. You 
shouldn’t do Manual risk management, repetitive compliance tasks or be 
buried under a pile of spreadsheets. Instead, streamline risk workflows, 
create meaningful compliance dashboards and get connected with our 
robust API.

Improving collaboration within the organization and communicating clearly 
with the boardroom and executive team is a must. This is why 100+ Leading 
enterprises put their cyber-GRC on autopilot with Commugen.

www.cyber.commugen.com
Commugen

https://www.cyber.commugen.com/
mailto:https://www.appscent.com/?subject=
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Let’s Simplify Secure Remote Access, Together 

categories: OT and Industrial Control System, IoT, Secure Remote Access, 
Secure Remote Privileged Access

Cyolo  PRO,  an advanced Secure  Remote  Access  (SRA)  solution  for  
OT,  that is designed to empower organizations with safe and secure access 
to the mostsensitive  environments.  Built  on  a  unique  decentralized  
architecture,  CyoloPRO  is  a  disruptive,  infrastructure-agnostic  solution  
with  a  fast  and  easydeployment  process,  allowing  you  to  secure  
third-party  vendors,  remoteprivileged access, and critical operations at the 
lowest cost of change.
Infosec K2K is a leading global provider of comprehensive data security 
solutions, specialising in tailored services courtesy of our specialised 
resource hubs around the globe. We are renowned for our ability to adapt 
to the evolving cybersecurity landscape, and our broad range of services 
include vulnerability management, penetration testing, and bespoke Identity 
and Access Management (IAM) solutions.

www.cyolo.io
Cyolo 

https://cyolo.io/
mailto:https://www.appscent.com/?subject=
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Detect & Respond, Precisely.

categories: Cloud and Infrastructure Security, Network Security, End Point 
Security, Security Operations and Orchestration, LLM, AI, MDR/SOC

CYREBRO is a ML-based Managed Detection and Response solution providing 
the core foundation and capabilities of a Security Operations Center. 
CYREBRO rapidly detects, analyzes, investigates and responds to cyber 
threats.

www.cyrebro.io
CYREBRO

www.cyrebro.io
mailto:https://www.appscent.com/?subject=
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Cyber Crisis Management & Readiness Platform: Optimize Crisis Readiness, 
Steer Crisis Response and Accelerate Recovery

categories: Security Operations and Orchestration

Cytactic offers a SaaS platform that helps organizations of various 
industries prepare for cyber crises, aiming to minimize their impact. 
The product promotes a proactive methodology, aligns policies, 
maps risks, and conducts tailored simulations. The platform prepares 
organizations to handle crisis dilemmas and decisions with advanced 
tools and algorithms for rational, data-driven decision-making. 
Additionally, it supports dynamic management of cyber crises as they 
occur, ensuring organizations are well-equipped to respond effectively. 
The platform orchestrates the coordination of various experts and 
stakeholders involved in the crisis by leveraging these tools to manage and 
streamline the entire process for a more organized and controlled response.

www.cytactic.com 
Cytactic

cytactic.com 

mailto:https://www.appscent.com/?subject=
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GYTPOL dramatically reduces the attack surface with push-button 
remediation and a zero-disruption guarantee.

categories: Endpoint Security, GRC, Vulnerability Management, Security
Operations and Orchestration, CTEM

GYTPOL eliminates blindspots and hardens endpoint security, detecting and 
correcting device misconfigurations at scale and in one fell swoop. With one-
click enact/retract remediation, GYTPOL ensures (CIS, NIST, etc.) compliance, 
minimizes risk, cuts MTTR in half, and boosts labor productivity by 20%+.

GYTPOL provides continuous exposure monitoring, (Intune, GPO, and AD) 
policy validation, dependency mapping, and best practice benchmarking. 
GYTPOL represents a massive step up over manual
best efforts that are time-consuming and mistake prone. Inevitably, this 
leads to dangerous misconfigurations (bad defaults, human error, policies 
not applied, non-patchable vulnerabilities/devices, etc.)

www.gytpol.com
GYTPOL

https://gytpol.com/
mailto:https://www.appscent.com/?subject=
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LayerX Enterprise Browser Extension

categories: Network Security, AI, Browser Security

LayerX Enterprise Browser Extension natively integrates with any browser, 
turning it into the most secure and manageable workspace, with no 
impact on the user experience. LayerX is the first solution that provides 
continuous monitoring, risk analysis, and real-time enforcement on any 
event and user activity in the browsing session. Enterprises leverage these 
capabilities to secure their devices, identities, data, and SaaS apps from 
web-borne threats and browsing risks that endpoint and network solutions 
can’t protect against. These include data leakage over the web, SaaS 
apps and GenAI tools, credential theft over phishing, account takeovers, 
discovery and disablement of malicious browser extensions, Shadow SaaS, 
password reuse and more.

www.layerxsecurity.com
LayerX Security

https://layerxsecurity.com/
mailto:https://www.appscent.com/?subject=
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OX Security is unifying AppSec practices with our pioneering Active ASPM 
platform.

categories: Application and Website Security

OX Security’s Active ASPM platform unifies application security practices and 
prevents risks across the software supply chain, empowering organizations 
to take the first step toward eliminating manual practices while confidently 
enabling scalable and secure development.
password reuse and more.
GlobalDots is a 20-year global leader in cloud innovation, connecting over 
1,000 global businesses with the latest cloud, security and web performance 
technologies. Led by a team of seasoned engineers and architects, 
GlobalDots offers easy end-to-end innovation adoption, proactively 
introducing newer and better solutions to support operational excellence 
and business growth

www.ox.security
OX Security

ox.security
mailto:https://www.appscent.com/?subject=
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Perception Point provides cybersecurity solutions for the modern 
workspace, securing email, web browsers, and SaaS apps.

categories: Email, Browsers and Collaboration Apps security 

Perception Point is a leading provider of AI-powered threat prevention 
solutions that safeguard the modern workspace against sophisticated 
threats. The unified security solution protects email, web browsers, 
and SaaS apps. By uniquely combining the most accurate threat 
detection platform with an all-included managed incident response 
service, Perception Point reduces customers’ IT overhead, improves user 
experience, and delivers deep-level cybersecurity insights. 

Deployed in minutes, with no change to the organization’s infrastructure, 
the cloud-native service is easy to use and replaces cumbersome, 
traditional point systems. Perception Point proactively prevents phishing, 
BEC, ATO, malware, spam, insider threats, data loss, zero-days, and other 
advanced attacks well before they impact the end-user. Fortune 500 
enterprises and organizations across the globe are protecting more and 
managing less with Perception Point. 

www.perception-point.io
Perception Point 

https://perception-point.io/
mailto:https://www.appscent.com/?subject=
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Detect, accurately identify, and manage your asset risks based on existence, 
not behavior.

categories: Network Security, End Point Security, OT and Industrial Control 
System, IoT, GRC and Vulnerability Management, Security Operations and 
Orchestration 

Founded in 2016 by cybersecurity industry experts, Sepio’s Asset Risk 
Management (ARM) platform sees, assesses, and mitigates all known and 
shadow assets at any scale. The only trafficless solution, Sepio is infinitely 
scalable to protect the company’s decentralized, uncontrolled ecosystem as 
fast and often as anyone, anywhere connects any assets. Sepio provides 
actionable visibility with the Asset Risk Factor (ARF) score based on a unique 
Asset DNA generated for each asset at its physical layer source, reflecting 
actual business, location, and rules. Sepio radically improves the efficacy of 
CMDBs, NACs, EDRs, XDRs & Zero Trust solutions that simply see only the 
assets they are there to protect.

www.sepiocyber.com
Sepio

https://sepiocyber.com/
mailto:https://www.appscent.com/?subject=
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Turn Any Browser into a Secure Enterprise Browser

categories: Cloud and Infrastructure Security, Network Security, Data 
Protection Encryption and Privacy, End Point Security, GRC and Vulnerability 
Management, Browser Security

Web browsers are increasingly under attack and a primary source of leaked 
corporate sensitive data and credentials, since traditional defenses lack the 
browser visibility and control required to protect them. Seraphic makes it 
easy to protect any browser – Chrome, Safari, Edge Firefox, etc. – against 
phishing ransomware, sensitive data loss and high-risk policy infringements. 
Seraphic also enables secure access to SaaS and private web applications 
to employees and 3rd parties, from both managed and personal devices, 
without the complexity and cost of VDI & VPN. Seraphic is easily deployed 
and completely seamless to the user. Unlike other enterprise browsers, with 
Seraphic there is no need for users to change their browser. And unlike 
browser extension-based solutions, Seraphic is not limited by vendor APIs 
to provide its best-in-class security and governance capabilities. It’s also the 
only solution that supports SaaS desktop applications like: Teams, Slack, 
Discord, and WhatsApp. Seraphic has won 2023 Cybersecurity Excellence 
Awards, multiple 2023 and 2024 Globee Cybersecurity Awards, and Frost & 
Sullivan’s 2024 Enabling Technology Leadership Award.

www.seraphicsecurity.com
Seraphic Security

https://seraphicsecurity.com/
mailto:https://www.appscent.com/?subject=
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Silverfort, the unified identity security company

categories: Identity Security

Silverfort unifies identity security into a single platform, and is the only 
company proven to protect all identities, in the cloud, on prem, human, 
or machine and everything in between. We give businesses visibility into 
their entire network of identities and extend protection to resources that 
previously could not be protected - like service accounts, legacy systems, or 
command line tools. And this is all done via our unique platform architecture 
that won’t disrupt business operations, is lightweight on the devices it 
protects and effortless to use and deploy.

www.silverdort.com
SIlverfort

www.silverdort.com
mailto:https://www.appscent.com/?subject=


This publication is for informational purposes only. While every effort has been 
made to ensure that the presented information is correct, The Israel Export & 

International Cooperation Institute assumes no responsibility for damages, financial 
or otherwise, caused by the information herein.
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