
• Automated parameters setup

• Vulnerability validation

• Virtual assistant for remediation tasks

• Business continuity guaranteed

• Partner programme 

• Multi-customer management platform

• White label on demand

www.cylock.tech

EXTENDED
VULNERABILITY
ASSESSMENT

TEST WITH 1 CLICK

SERVERS, URLs and INTERNAL NETWORKS

MORE THAN A VA, SAFER THAN A PT



• Automatic VA, self- adaptive to the asset

• Ready-to-go  report

• Complete report of references, remediations, exploits and PoCs

• Compliant report with OSSTMM/OWASP/ISO27001/NIST/GDPR

• Summary report of all tested assets

• Executive summary and technical section

• Elimination of false positives through vulnerability checks

• Business continuity guaranteed

• CVE/CWE/CVSS unique classification

• Operating system analysis (Windows, Linux)

• Protocol scanning and Common Platform Enumeration (CPE)

• Scanning of 65,000 ports

• Web application firewall analysis

• Framework test (e.g., ASP, Jquery, Bootstrap, PHP, Laravel)

• CVE exploit for protocols, network files, Java server applications, 

MySQL and Microsoft SQL databases, bruteforcing and dumping

• CMS, web and plug-in testing (e.g., Drupal, Wordpress, Joomla)

• Dedicated assistance  from certified ethical hackers

Features of EVA: 

Extended Vulnerability Assessment

supported by


